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Recruitment/Candidate Privacy Statement
What data we process and why:
In particular, Human Resources team processes personal data for the purposes of recruitment related activities.
The recruitment process will involve:

· assessing and progressing your application;

· assessing your suitability (skills, strengths, behaviours etc.);

· activities needed to complete the pre-employment screening process should your application be successful.
To enable these processes your personal information may be shared internally within Fenland District Council, but the information shared is limited to what is required by each individual to perform their role in the recruitment process.

In this regard we may collect, store, and use the following categories of personal information about you:
· personal contact details such as name, title, addresses, telephone numbers, and personal email addresses

· date of birth

· gender

· national Insurance number

· location of previous employment or workplace

· copy of driving licence, passport, birth and marriage certificates, decree absolute

· recruitment information (including copies of right to work documentation and references 
· assessment results e.g. psychometric assessment results
· details and information about convictions/allegations of criminal behaviour

· evidence of your right to work in the UK/immigration status
· information about your race or ethnicity, religious beliefs and sexual orientation (only used for equal opportunities monitoring)
· information about your health, including any medical condition, health and sickness records

We do so for the following purposes:
· making a decision about your recruitment

· determining the terms on which you might work for us

· checking you are legally entitled to work in the UK 
· checking your eligibility to become an employee 

· assessing qualifications for a particular job or task

· making decisions about your potential engagement

· making arrangements for the start of our working relationship

· ascertaining your fitness to work

· to prevent fraud

· to conduct data analytics studies to review and better understand employee recruitment rates

· equal opportunities monitoring
· the information you supply will be used to process your application and if you're are appointed, any information you supply may form part of your personnel record.
Information relating to criminal convictions or offences:
We may also process information about criminal convictions/allegations and offences.
In order to process job applications we will capture data relating to offences committed or alleged to have been committed by you. We process such data in circumstances where it is relevant to certain roles within the organisation.
Legal basis for the processing:
We will only use your personal information when the law allows us to. In particular we will process personal data about you in the following circumstances:
· where it is necessary in order to take steps at your request prior to entering into a contract with you

· where we need to comply with a legal obligation to which we are subject

· where it is needed to assess your working capacity on health grounds, subject to appropriate confidentiality safeguards.
Consequences of not providing personal data:
There may also be circumstances in which your failure to provide certain information when requested, means that we will not be able to enter a contract with you (such as providing proof of identity or qualifications).
Data sharing:
We will in some circumstances have to share your data with third parties, e.g. Occupational Health Advisor/Physicians/Referees.
All our third-party service providers are required to take appropriate security measures to protect your personal information in line General Data Protection Regulations. We only permit them to process your personal data for specified purposes and in accordance with our instructions.

We will share your personal information with other Civil Service organisations including the Cabinet Office as part of our regular reporting activities on departmental performance, in the context of statistical analysis; and general management and functioning of the Civil Service. Personal data is also shared with the Office for National Statistics, mainly for statistical purposes.

There may be other circumstances in which we may lawfully share your data with third parties where, for example, we are required to do so by law, by court order, or to prevent fraud or other crimes. Where we share data, however, we shall do so in accordance with applicable data protection laws.
How long we keep your data:
We will retain your personal data for as long as necessary to fulfil the purposes we collected it for. 
In the event that your application is unsuccessful, your details will be kept for a maximum of 12 months, after which time they will be confidentially destroyed.
How do we protect your information?
Our HR systems are protected to ensure that unauthorised or unlawful processing of personal information, accidental loss or destruction of, or damage to, personal information does not occur. 

If you would like any further information please visit the Council’s website: http://www.fenland.gov.uk/privacy
Fenland District Council is a Data Controller under the General Data Protection Regulations. This means we store, hold and manage your personal data in line with statutory requirements to enable us to provide you with advice, guidance, support and processes connected with Human Resources. To enable us to carry out this responsibility, we are required to share your information within the organisation and with certain partners, but will only do so in limited circumstances and in line with GDPR. For more information about how we hold your data, who we share it with and what rights you have to request information, please visit: http://www.fenland.gov.uk/intranet/article/13293/Individual-rights
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